The School of Adaptive Computer Training

To enhance the computer technical skills and marketability of people with disabilities and others affected by the digital divide.

Online Safety

Now Enrolling! Online or in person class options available.

Class Description
Students will learn how to identify phishing scams, fraudulent requests, and secure their data.

Topics Covered
- **What to Look Out for:**
  - Data breaches
  - Identity theft
  - Credit card fraud
  - Phishing
- **Passwords**
  - Creating a strong password
  - Using two-factor authentication
- **Phishing Scams**
  - Evaluating the message
  - Using a spam filter
  - Backing up your data
- **Socializing Online**
  - Staying safe while being social
  - Identifying scams
- **Shopping Online**
  - Suspicious offers
  - Don’t use debit cards
  - Setting up notifications for bank and credit card accounts
  - Monitoring bank statements and credit reports
- **Networks and Browsing**
  - Trusted devices
  - Unsecure links
  - Keeping your software up to date
  - Locking your devices
  - Securing personal wi-fi networks and hot spots
  - Checking a website’s reliability

Visit [www.cprf.org/programs/sact](http://www.cprf.org/programs/sact) to view our current class schedule.